
Securing sensitive PII records against

loss or compromise

Storing Personally Identifiable Information (PII) records leaves organizations open to highly targeted 

attacks, heavy regulatory fines, and loss of trust and loyalty. Therefore, it is imperative that you secure 

sensitive PII data against loss or compromise.

The Personally Identifiable Information Protection (PIIP) app is fully integrated with SAP Ariba 

Supplier Lifecycle Management (SLP). It operates the latest in two-factor authentication and Public / 

Private Key encryption technology to securely capture and store sensitive data from your suppliers.

Five reasons to use 

the PIIP app

Protect your brand reputation

Data breaches impact trust with both

existing and potential customers

Eliminate business disruption

Businesses often must shut down 

operations whilst a breach is

investigated

Avoid legal penalties

Compromise of PII data can lead to

huge fines or even imprisonment

Fast benefits for you and your suppliers

Easy for suppliers, with reduced effort and 

cost for your supplier onboarding

Simple and fast deployment 

The app can be up and running 48 hours 

after initial assessment of relevant invoices

How it works

Supplier request

process starts in

SAP Ariba SLP

The PIIP app sits within the SAP Cloud Platform, in between your SAP Ariba realm and

ERP system. You can choose what specific PII data fields are captured and stored in the app 

rather than SAP Ariba, thus keeping this information secure.
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